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EXECUTIVE SUMMARY 

To facilitate efforts to transform the federal government into one that is citizen-centered, results-
oriented, and market-based, the Office of Management and Budget (OMB) is developing the 
Federal Enterprise Architecture (FEA), a business-based framework for government-wide im-
provement.  As illustrated in Figure 1, the FEA is being constructed through a collection of interre-
lated  “reference models” designed to facilitate cross-agency analysis and the identification of 
duplicative investments, gaps, and opportunities for collaboration within and across federal 
agencies.  

This document, developed by the Components Subcommittee of the Federal CIO Council Ar-
chitecture and Infrastructure Committee, compliments the SRM by discussing the concepts of 
service component-based architectures and placing them in the context of the FEA.  The pur-
pose of this paper is to inform agencies’ thinking on development and use of enterprise archi-
tecture, in a manner consistent with component sharing and reuse, and the objectives of the 
FEA.   The Subcommittee will evolve this document as agency enterprise architectures and the 
FEA mature.   

Successful service-oriented, component-based architectures will greatly serve the needs of the 
Federal community as the community works to ensure information technology (IT) capabilities 
are managed in a structured enterprise-wide technology and business process lifecycle.  Ex-
perience with component-based architectures has shown that reuse can be successful when 
the reuse efforts focus on large business level components in a collaborative environment that 
includes system owners, capital planners and enterprise architects. 
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Figure 1 – The Federal Enterprise Architecture Reference Models 
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The FEA Service Component Reference Model (SRM) is intended for use in discovering govern-
ment-wide business and application service components in IT investments and assets.  It is a ser-
vice component-based framework that provides—independent of business function and 
technology (to the extent possible)—a “leverage-able” foundation to support the reuse of busi-
ness services, service components, and federated business systems. 

TARGET AUDIENCE 

Business leaders – focused on fielding systems that best support their mission and business needs 
and achieve the highest return on their IT investments 

Capital Planners – responsible for defining and funding service components using an IT 300 Ex-
hibit to support capital planning and investment control (CPIC) of federal projects or programs 
that may benefit from cross-agency collaboration and the re-use of agency assets.  In accor-
dance with OMB Circular A-11, Section 300, Federal agencies are required to submit to OMB an 
Exhibit 300 for all major IT investments.  

Chief Architects – responsible for the definition and target planning of an Agency’s Enterprise 
Architecture, working with a variety of architectural implementations (e.g., service-oriented ar-
chitectures; FEA reference models; intergovernmental architectures, such as the National Asso-
ciation of CIO’s Enterprise Architecture Development Tool-Kit, etc.). 

System/Solution Architects – responsible for building / assembling service components that lev-
erage existing capital assets and business services across the government and industry. 

ORGANIZATION OF THE DOCUMENT 

The remainder of this document is organized according to the following sections: 

Section 1: Introduction to Service Components provides an overview and description of service 
components, component granularity, and linkages into the SRM.  

Section 2:  Federal Service Components provides a complete overview of a Federal Enterprise 
Component and sub-components.  It discusses related concepts including business modeling, 
harvesting, provisioning, and service component collaboration/registry/repository. 

Section 3: Use and Maintenance describes, at a high level, how the SRM should be used by the 
agencies in their EA and Capital Planning processes; how an online repository will facilitate 
these efforts; and how the SRM will be modified and updated to support the budget process. 

Appendix:  

The FEA provides a high-level overview of the Federal Enterprise Architecture, the Federal Enter-
prise Architecture - Program Management Office (FEA-PMO), and supporting committees.   

Federal Enterprise Component Life-Cycle Perspectives provides an overview of various federal 
enterprise component life-cycle perspectives.   The AIC Components Subcommittee is working 
to further refine these perspectives 

Glossary defines terms used in the service component-based architecture white paper. 
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INTRODUCTION TO SERVICE COMPONENTS 

BACKGROUND 

The pros and cons of component-based architectures have been discussed and debated for 
some time.  With the evolution of web-based technologies and the growing complexity of IT so-
lutions, increased attention is being paid to the benefits of component-based development.  
Not surprisingly, the successful implementation of a component-based architecture requires the 
application of sound architecture principles, such as integration, interoperability, adaptability 
and the management of scale and flexibility.   

The first step in a sound, component-based approach is to understand what a component is 
and what are its desired characteristics.   The Federal CIO Council’s Architecture and Infrastruc-
ture Committee commissioned the development of this White Paper to provide a basic under-
standing of how to describe and define a component.  The paper represents the first attempt 
by the Components Subcommittee to reach a common understanding of this issue for both the 
Federal Government and its partners. It is the intent of this paper to initiate the discussion and 
mature the construct in order to promote component reuse and sharing, and enhance the col-
laboration opportunities that are available to all segments of the Government. 

COMPONENT DEFINITION 

The term “service component” can represent many things to many people.  It can describe a 
complete business line such as U.S. Treasury’s PAY.GOV, the U.S. Government’s Central Contrac-
tor Registry (CCR), a business service supporting the validation of a Social Security Number, an 
application to support Content Management, or a capability that may be accessed through a 
technology or business interface.  With multiple types of components available in industry and 
across governments, it became critical to the success of the SRM to define “service compo-
nent” and to clarify the level of granularity that will reside within the SRM.   We expand on the 
notion of component granularity to include return on investment (ROI). 

A Component is defined as “a self contained business process or service with predetermined 
functionality that may be exposed through a business or technology interface.” 

SERVICE COMPONENT GRANULARITY 

 

LEVEL DEFINITION ROI 

Federated Business  
Component 

 

A set of cooperating system-level components 
federated to resolve the business need of multiple 
end users often belonging to different organiza-
tions.  Can be expressed as an IT 300 exhibit or a 
federation of IT 300 exhibits. 

High 
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Business Component  
System  

 

A set of cooperating business components as-
sembled together to deliver a solution to a busi-
ness problem. Can be expressed as an IT 300 
exhibit. 

High 

Business Component 

 
Represents the implementation of an autonomous 
business concept, business service, or business 
process.   It consists of all the technology elements 
(i.e., software, hardware, data) necessary to ex-
press, implement, and deploy a given business 
concept as an autonomous, reusable element of 
a large information system.   It is a unifying con-
cept across the development lifecycle and the 
distribution tiers. Normally not expressed as an IT 
300 exhibit, but as a sub-component of a larger 
business component system. 

Medium 

Distributed Component 

 

The lowest level of component granularity.  It is a 
software element that can be called at run-time 
with a clear interface and a clear separation be-
tween interface and implementation.  It is 
autonomously deployable.  Normally not ex-
pressed as an IT 300 exhibit.  A distributed compo-
nent provides low ROI for capital planning 
purposes. 

Low 

Language Class (n/a) 

 

A class in an object-oriented programming lan-
guage to build distributed components.  This is 
NOT considered an SRM component.  Normally 
not expressed as an IT 300 exhibit.  A language 
class provides very low ROI for capital planning 
purposes. 

Very Low 

 
 

PRIORITIES FOR CAPITAL PLANNING PURPOSES 

The table above illustrates the levels of granularity of service components and their priorities for 
capital planning investment ROI.  The AIC Components Subcommittee believes that the great-
est ROI is achievable when a service component can be expressed as a stand-alone IT 300 Ex-
hibit.   

The effective identification, assembly, and usage of service components allows for aggregate 
business services to be shared across agencies and governments.  These business services 
provide the functionality and execution of business processes, which in turn sustain the FEA 
Business Reference Model (BRM) sub-functions.  Service component aggregation will enable 
rapid building and implementation of components to support a given initiative or investment.  
Figure 4 illustrates the concept of aggregate services where multiple service components can 
support a business sub-function. 
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Figure 4 – Conceptual Hierarchy of Components 

The SRM is decomposed into lower levels of granularity beginning from the process and 
application levels to the software and component and module levels.  This level of 
decomposition provides various perspectives for stakeholders and solution architects to support 
the adoption of components and services within an IT initiative, asset, or investment.     

DESIRED FEATURES OF A SERVICE COMPONENT 

A successful service component-based architecture requires the application of sound architec-
ture principles to the definition and composition of components.  The components in the archi-
tecture should exhibit basic features, as discussed in the following section. 

Encapsulation 

A component should clearly separate the definition of the services that it provides from its im-
plementation of those services.  This implies that the internals of a “well-behaved” service com-
ponent are hidden behind a contract between the component and the outside world. 
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Consumability 

A component that is designated as the provider of certain services should be able to provide 
those services in a coherent and consistent manner to another software or business process.  In 
other words, the component should provide those services without impeding the operations of 
the user.  A true component can be independently developed, delivered, and installed without 
complex interdependencies on other external components. 

 

Extensibility 

A well-behaved service component should be extensible in both the services it provides and the 
way those services are provided within the component itself.  A well-behaved component 
should be extensible to adapt to changes in the business while at the same time preserving the 
service provided to existing consumers. 

Standards-Based  

The value of a component increases in conjunction with the number of places the component is 
used.  Standards, both technical and domain, affect this applicability in a number of ways.  First, 
by basing the interface of a component on industry standard practices and technologies, the 
component is more likely to be reused.  As an example, if a component is built using Cobol, re-
use of that component in a .NET environment is relatively difficult and therefore is unlikely to oc-
cur.  On the other hand, if a technology standard, such as WSDL, is used to create an interface 
for the component, it can then be used from either Java or .NET with equal ease and will there-
fore see greater ROI.  Further, if the interface is based on a domain industry standard such as 
LegalXML, even greater ROI is likely since a consortium of organizations have “pre-agreed” to 
adhere to the standard.   

The second reason standards help component reuse is that software components need a com-
patible execution environment.  This means that the implementation also benefits from being 
standards based.  For example,  if a component is written to the Web Services Interface Stan-
dards, then it can be deployed in a fairly broad set of execution environments and therefore is 
more likely to be compatible.   

Industry Best Practices and Patterns  

A software component should embody industry “best practices” and patterns.  Patterns are sim-
ply common solutions to recurring problems or issues faced in the software life cycle.  Patterns 
typically reflect industry best practices—the convergence of approaches to solving problems.  
The use of patterns in components facilitates the understanding and consumption of the com-
ponents.   

Well Documented  

A software component should be well documented to promote understanding of its capabilities 
and encourage its consumption.  The documentation should permit architects, designers, and 
integrators to evaluate and consume the component.  The documentation should include 
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models (preferably in UML; for example, use cases, class diagrams, and sequence diagrams) 
depicting the process and data capabilities of the component, user guides, functional over-
views, and installation guides, as well as API documentation.  A Test Harness should be delivered 
with the component to allow the consumer of the component to test each of the services or 
methods offered by it prior to consuming the component.  If appropriate, the component 
should include the source code (for “white box” components) and a “management applica-
tion” if the data managed by the component must be entered or updated independent of the 
consuming application.  Finally, a component should be delivered with samples of consumption 
of the component to indicate how the component operates within an application environment.   

 

Cohesive Set of Services  

Components should be factored in such a way that they provide a cohesive set of services.  
Proper “packaging” of services makes the services easier to find and use.  System developers 
and integrators are able to use just the right component for the need.  Using components that 
offer too broad an array of services leads to bloated software and can result in bugs due to in-
advertent use of features that are not appropriate.  As an example, suppose a Party Manage-
ment component included bank transaction processing and required a connection to an ACH 
system.  While this may work for a banking system, further reuse would be limited.  A system that 
does not need bank transaction processing, such as a case management application, would 
still require a connection to an ACH system.  Creating appropriately factored service offerings 
will significantly increase the breadth of opportunities for reuse of a component. 

Well-Defined and Broadly Available Licensing or SLA  

A software component should be accompanied by a well-defined license or service-level 
agreement (SLA). The license or SLA defines the user's rights and responsibilities with respect to 
the component.  In particular, the license or SLA should clearly articulate the intellectual prop-
erty ownership for the component, the scope of usage permitted, the extent of any rights 
granted to modify the component or produce derived works, and the extent of any rights 
granted to redistribute the component. For COTS components, the copyright will usually reside 
with the original author of the component, but the rights to use, modify, and redistribute can 
vary widely. 

To promote reuse of the component, the license or SLA terms should be sufficiently broad as to 
allow the component to be reused in contexts other than its first intended usage without having 
to renegotiate licensing terms. So, for example, a site- or organization-wide license would be 
more appropriate than a single-processor license.  
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FEDERAL SERVICE COMPONENTS  

Business improvement and integration challenges are major concerns with the majority of large 
private businesses and government organizations.  Enterprise architects and capital planners 
must collaborate to meet the demands of today’s business objectives and challenges.  To ac-
complish this, an enterprise architecture is responsible for supporting the development of new 
business capabilities and must be congruent with business capital planning.  An architecture 
that provides for reuse of existing business services and rapid deployment of new business ca-
pabilities based on existing capital assets is often referred to as a service-oriented architecture 
(SOA).  

Successful SOAs ensure that the service components and the business services that they de-
scribe are consistent and complete across the enterprise.  Experience with SOA has shown that 
reuse is successful when the reuse efforts focus on harvesting the existing capabilities and capi-
tal assets within business lines and elements. 

SERVICE COMPONENT DISCUSSION 

The term “component” is often confusing when viewed from the FEA perspective.  At the top of 
the hierarchy is a federation of business components.  Federal business components contain 
multiple business processes or services that can be shared across agencies.  At the lower levels 
are lower granularity service components that implement elements of the processes or services.  
Components at the lower levels are selected and integrated to build higher-level services.  
However, the purpose of this white paper is not to define a governance structure for all compo-
nents in the recursive definition of components.  For FEA purposes, we are primarily concerned 
with the optimum ROI achievable using SOA in the federal government and therefore focus on 
a component granularity that can be described by an IT 300 Exhibit for capital planning pur-
poses.  The attributes of a business or service component are normally very different from the 
attributes of a technology component.  Relating the service component hierarchy to the cur-
rent FEA reference models provides the linkage from the efforts at the lines of business level in 
the BRM and the supporting services in the SRM. 

Service components, by design, separate the services they provide from the way those func-
tions are implemented.  This is true at all levels of the service component hierarchy; however for 
the optimum ROI to be achieved, there must be fiscal purpose and asset alignment to capital 
planning processes.  In addition, the interface profile of a service component is critical to busi-
ness integration, as it makes it possible to “hide” the internal details of the service component.   
This abstraction of a service component provides resource planners a common view or lan-
guage to communicate with enterprise architects and program managers.  It follows that the 
first step in an effective SOA implementation is to understand the definitions and desired char-
acteristics of service components, both of which are discussed in the following sections. 
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 Described by an IT 300 Business Component System 

Figure 5 – A Notional Federal Enterprise Component 

 

Figure 5 illustrates a notional Federal Enterprise Component that is also represented by a no-
tional IT 300 Exhibit.  This notional model can help facilitate the collaboration between capital 
planners, enterprise architects, and program managers.  Federal Enterprise Components are 
defined in a top-down fashion by taking into account the nature and evolution of the business, 
its goals, conceptual model, process model, rules, and policies models.  This concept is derived 
from the business-driven nature of the FEA BRM and the SRM.  Service components defined in 
this fashion can be leveraged to build larger federated business components—components 
that can be used to resolve the business needs of multiple end users often belonging to different 
organizations.  By exposing the business services via well-defined interfaces and encapsulating 
the internal technical details—including communication protocols, schema inconsistencies, 
data locations, etc.—enterprise components can provide services that span across the federal 
government. 

SUB-COMPONENTS 

The following notional sub-components, which could make up a Federal Enterprise Component, 
are technology implementation specific and are each assigned specific responsibilities: 

¾ Services interface—the set of published services that the component supports.  These are 
aligned with the business services outlined in the SRM.  
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¾ Interface profile—the sub-component that provides the ability to customize the component 
for various uses.  The profile can be tailored to suit different deployment architectures well as 
the different sets of business rules across enterprises.  The interface profile can specify the 
business rules and workflow that are to be executed when the component is initialized.  The 
profile can specify the architectural pattern that complements the service component. 

¾ Mediator (controller)—the sub-component that oversees the coordination processing car-
ried out by one or more components.  The mediator calls on other elements of the compo-
nent that are required to satisfy the service request. 

¾ Business rules processor—the sub-component that manages and executes the set of com-
plex business rules that represent the core business activity supported by the component. 

¾ Workflow manager—the sub-component that enables one component to access services 
on other components to complete its own processing.  The workflow manager determines 
which external component services must be executed and manages the order of service 
execution. 

¾ Data-level application programming interfaces—the services internal to the service compo-
nent that support access to the data of record maintained within the service component.  
These services may span numerous distributed data sources. 

¾ Data—Factual or numerical business information of record that is maintained by the service 
component.  The encapsulated service component is fully responsible for maintaining this in-
formation. 

¾ Messaging interface—the linkage from the service component to various external software 
modules (component, external systems, gateways, etc.)  and other service components.  

COMPONENT ARCHITECTURE DESCRIPTION STANDARDS 

An effective service component-based architecture requires the adoption of and adherence to 
technical standards that help promote a common understanding of the use case of service 
components in an effective manner.  A key goal in describing service component architectures 
is to provide a clear separation of concerns between the functional and the operational as-
pects of the architecture.  A unified modeling language-based notation, as illustrated in Figure 
6, is one way to describe a service component.  These descriptions also form the basis of the 
work products or artifacts that are essential to the solutions lifecycle.  The functional aspect gen-
erally addresses the following: 

¾ Static structure of service components (application and technical), including service com-
ponent interfaces 

¾ Dynamic behavior of service components (collaboration) 

 

The operational aspect often addresses the following: 

¾ Static system topology (hardware, locations, etc.), including the following: 

o What runs where (placement) 

o Service-level characteristics (performance, availability, etc.) 

o Management and operation of the IT system (backup, recovery, capacity planning, 
etc.) 
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¾ Dynamic end-to-end behavior of the IT system (walkthroughs) 

 

 

Figure 6 – Notional UML Service Component Description 
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FEDERAL SERVICE COMPONENT HARVESTING AND PROVISIONING MODEL 

The FEA reference models are designed to be used to identify and define reusable service com-
ponents and service component interfaces, and the definition of the federal service compo-
nent granularity roughly corresponds to the level of granularity of an IT 300 Exhibit.  Reference 
models are particularly used for business analysis and capital planning.  Figure 7 illustrates the 
notional relationships of reference models to typical SOA activities. 

 

 
Figure 7 – Notional SOA and Interaction with the FEA Reference Models 

Business Modeling 

SOA activities start with business modeling, with the BRM and SRM acting as the source for struc-
turing capabilities.  The BRM and SRM are designed to bridge the gap between capital planners 
and enterprise architects, allowing expression of the business services and concepts that are 
required to support the operation of the organization.   

E-business patterns identified in the BRM and SRM are also valuable assets that can be lever-
aged at the modeling stage to identify potential reuse patterns.  The process of applying pat-
terns begins by considering business drivers, then mapping the business pattern to application 
and runtime patterns and technologies.  Business and integration patterns reflect the require-
ments and are independent of application and infrastructure topologies.  Business and integra-
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tion patterns are sufficiently general that they can be used for both the current and planned 
architectures.  On the other hand, the application and runtime patterns put a stake in the 
ground that affect application and infrastructure design.   

Applying the e-business patterns (selecting which patterns fit best) occurs in steps that parallel 
the layered asset model shown in Figure 8. 

 

 

Figure 8 – Layered Asset Model 

 

Pattern selection for component-based architectures begins with identifying the business pat-
terns that apply to the business processes under consideration.  Simple implementations may 
involve only one business pattern, but it is more common to find that several business patterns 
apply.  Depending on the nature of the business requirements, process collaboration and or-
chestration patterns may also be needed to extend and support the business patterns. 

Composite patterns represent frequently occurring combinations of business and collaboration 
patterns.  A less frequently occurring combination of business and collaboration patterns consti-
tutes a custom design. 
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Service Component Architecture   

The content gathered during the business modeling phase is communicated via work products 
or artifacts to formulate the solution outline.  At this macro-level design phase, the solution may 
be communicated via high-level service component models to develop a better understanding 
of the business domain and the solution.  Service components are defined and the dependen-
cies between collaborating service components are clearly identified.  The business services ex-
posed by these service component interfaces support the operational needs of the 
organization.  Non-functional requirements are also taken into account to determine the con-
straints that must be applied to the solution.  The business services are typically defined in a 
technology-neutral reference model, like the BRM or SRM.  Again, e-business patterns are lever-
aged to identify existing applicable business patterns.  The solution outline is followed by the pro-
visioning, assembly, and orchestration of service components.   

This staged, model-based approach can help insure both the consistency of the resulting solu-
tion and the traceability of the resulting service components back to the analysis-level of busi-
ness concepts from which they were derived. 

Component Provisioning and Assembly 

It is also helpful to consider business solution assembly and service component provisioning work-
ing in parallel as indicated in Figure 9.  This is often called “twin track development.” 

 

 

 

Figure 9 – Twin Track Development 
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Service component and asset consumers and producers follow separate processes geared to 
their respective needs of creating or harvesting business solutions and high-quality service com-
ponents.  Solution developers (asset consumers) examine existing service components and as-
sets to potentially harvest them as reusable assets.  Component producers (provisioners), on the 
other hand, look at requirements to be the basis for creating components or acquiring service 
components for reuse.  Capital planners work to insure that the optimum ROI is achieved from 
the existing capital asset base. 

The service component provisioning step may be used to determine whether the architecture 
calls for using preexisting service components or adopting a custom build of the required service 
component(s).  There is a wide range of options to address service component provisioning, 
from extending existing frameworks, purchasing service components, and wrapping existing ser-
vice components to adapting or even acquiring a subscription to a component service.  A Fit-
Gap analysis is a common technique, which can be applied to help define the nature of the 
required service components.  A Fit-Gap Analysis strives to look at components within the con-
text of requirements and makes a determination as to the suitability of the service component.  
Figure 10 illustrates this concept. 

 

 

Figure 10 – Service Component “Fit Gap” Analysis 

 

FEDERAL ENTERPRISE COMPONENT REGISTRY/REPOSITORY 

After potential federal enterprise components have been identified, it is important to have a 
way for enterprise architects to manage the service component interface profile, publish the 
profile, and provide the methodology for accessing the component and other key component 
information.  In addition, it is important to be able to understand the strategic, tactical, and op-
erational attributes of the service component, including IT 300 Exhibit and fiscal information.  In 
addition, when large federated system components are harvested, it is important for enterprise 
architects to understand the architectural pattern, or “blueprint,” as to how the published ser-
vice component is designed to interact with other service components.  Equally important are 
the relationships between service components that are being used, because a failure in one 
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component used by many federal agencies could result in a cascading catastrophic system 
failure of business processes that depend on the functionality of that service component. 

Because of the complexities associated with service component-based architectures and SOA, 
it is very important that mission- or business-critical federal components be property certified.  In 
order to have a scaleable certification process for federal components, it is important to estab-
lish the criteria for service component certification.  It follows that the registry/repository concept 
for Federal components will also be based on a hierarchical certification governance process.   

For example, the certification process for service components will be different based on the 
component provisioning model.  Acquired federal components would be certified differently 
from how developed service components are certified.  Shared software service components 
may also be subject to a different certification criteria.  These concepts are currently under de-
velopment by the AIC Components Subcommittee and complement the concepts in this pa-
per. 

The FEA reference models are designed to be used to identify and define reusable service com-
ponents.  Service components, by design, separate the services they provide from the way 
those functions are implemented.  This is true at all levels of the service component hierarchy.  
Service component-based architectures, if properly implemented, provide a framework to 
achieve a very high ROI for federal IT assets.    The FEA SRM serves as the foundation for federal 
enterprise architects and capital planners to better serve the citizen by utilizing a service com-
ponent-based architectural approach to federal IT asset management.   

THE SRM 

Definition 

The SRM is a service component-based framework that can provide—independent of business 
function—a “leverageable” foundation for reuse of applications, application capabilities, com-
ponents, and business services.  

Purpose 

The SRM serves to identify and classify horizontal and vertical service components that support 
Federal agencies and their IT investments and assets. The model will aid in recommend-
ing service capabilities to support the reuse of business components and services across the 
federal government. 

Specifically, the SRM was created to: 

 provide a framework that identifies service components and their relationships to the     
technology architecture of agencies across the federal government 

 classify, categorize, and recommend components for the reuse of business services and 
capabilities across the federal government 

 define existing service components that may be leveraged outside agency boundaries 
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 align and leverage existing federal guidance and application/architecture recommen-
dations 

 support e-Government initiatives 

 evolve based on new services and components as they are discovered across industry 
and federal markets 

 

Development of the SRM  

In developing the SRM, the FEA-PMO leveraged previous federal architecture efforts, such as 
the Federal Enterprise Architecture Framework (FEAF) guidance and agency application refer-
ence models, as starting points for designing the government-wide model.  Using these architec-
tures as a point of departure, the FEA-PMO performed extensive research on industry and 
government application capabilities to provide a capabilities frame of reference for agencies 
to use. 

The information contained within these sources provides concise and thorough documentation 
of the many services and capabilities that industry and government applications and IT invest-
ments perform.  The FEA-PMO used this information to normalize and categorize service capa-
bilities and components that support, through IT assets, the business of the Federal Government.  
A hierarchical structure of service domains, service types, and service components was crafted 
to convey a high-level categorization of capabilities.  Definitions were applied to the seven ser-
vice domains, the 29 service types, and the 168 supporting service components. 

. 
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USE AND MAINTENANCE 

The FEA and SRM are intended for use in analyzing investments in IT and other capital assets.  As 
agencies plan for their IT capital investments, they will be able to access the FEA to identify: 

 agencies that are building or have already built similar service components and capa-
bilities 

 agencies that are already collecting or plan to collect similar data 

 suitable technologies already being used elsewhere, in support of service components 

 potential collaboration partners to jointly resource a project 

An illustration of the utility of the FEA and SRM are presented in Figure 11. 

 

FIGURE 11 – FEA / SRM USE CASE EXAMPLE 
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The FEA will provide agencies with a powerful tool to investigate alternatives to costly (and po-
tentially duplicative) IT capital investments up front and before a significant expenditure of re-
sources.  Reciprocally, OMB will be using the FEA to ensure that proposed agency IT investments 
are not duplicative and to analyze the architecture throughout the year to identify opportuni-
ties for cross-agency collaboration.  As such, the FEA will help ensure that the federal govern-
ment eliminates redundant capital investments and that agencies save time and money by 
leveraging reusable business processes, data stores, and IT service components. 

The alignment and relationship of the SRM to agency enterprise architectures is one of the next 
steps towards implementing the SOA model across the federal government.  Aligning the layers 
of the FEA Technical Reference Model (TRM) and SRM to agency technology, business (process 
or activity), and application architectures, enables the categorization of an agency’s IT invest-
ments, assets, and infrastructure by the common definition and purpose of the service specifica-
tions and service components in the TRM and SRM, respectively.   

THE FEDERAL ENTERPRISE ARCHITECTURE MANAGEMENT SYSTEM (FEAMS) 

FEA analysis and maintenance are greatly facilitated through the use of an Internet-based 
automated EA repository and analysis tool—the Federal Enterprise Architecture Management 
System (FEAMS).  Agencies will be given access to FEAMS and can use it in both capital plan-
ning and architecture development efforts. 

In addition to storing the FEA reference models, as shown conceptually in Figure 12, FEAMS will 
include general information on agencies’ IT initiatives.  Initiative alignment to the BRM Lines of 
Business that they support, the service components and technology that these components lev-
erage, and the performance metrics that they use in achieving performance objectives will be 
presented.  It is OMB’s goal that FEAMS will eventually include information on all of the appropri-
ate capital assets in which federal agencies invest.  

 

Figure 12 - FEAMS 
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The FEA, including the SRM, is being released to federal agencies through the FEA-PMO website, 
http://www.feapmo.gov.  The website provides Agencies with downloadable access to the SRM 
in multiple electronic formats—PDF, Word, and XML.  FEAMS will advance these capabilities by 
providing agency representatives the ability to search across FEA reference models to deter-
mine the availability of services and components they may be able to reuse as well as data and 
information that they may be able to share. 

SERVICE COMPONENT REGISTRY/REPOSITORY AND COLLABORATION 

The creation of a component repository and registry for service components is envisioned to be 
one of the tangible, ongoing outcomes of the FEA analysis at the service, technology, and data 
layers.  As reusable service components are identified and harvested, and collaboration be-
tween agencies begins to take place, there will be the need for a collaboration-based reposi-
tory for storing, maintaining, and sharing these service components.  In addition, it is critical that 
federal service components are referenced to strategic, tactical, and operational information 
including budgeting and congressional appropriations information, including IT 300 Exhibit infor-
mation.   

The AIC Component Subcommittee will establish a service component registry that will be ac-
cessible over a secure extranet to initiative owners and the managing partners of e-
Government initiatives.  For instance, this registry might provide an area in which users can find, 
evaluate, share, download, and rate service components, as shown in Figure 13, as well as a 
directory of business functions that the service component supports.  The component registry 
might provide the latest research and analysis surrounding the selection and recommendation 
of third-party/industry components that are supported by the service component-based archi-
tecture specifications.  

 

 
 

Figure 13 – Notional Federal Component Registry and Collaboration Tool  
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The component repository will support collaboration and the rapid discovery of capital assets.  
Whenever possible, the sharing of these service components will be accomplished through 
standards-based, reusable, secure, portable, and interoperable technology.  Service Level 
Agreements between the partnering agencies will help build the understanding for implemen-
tation and usage of these components.   The required collaboration can be performed in a no-
tional registry/repository, like the www.core.gov example in Figure 13. 

The establishment of a component registry is widely accepted as a means by which organiza-
tions can leverage the knowledge and intellectual property across public, state and local indus-
tries.  For instance, organizations, such as the National Association of State CIOs (NASCIO), have 
partnered with commercial companies to create the National Software Component Exchange 
(NSCE) for state and local governments.  Other exchanges and component-service organiza-
tions offer similar services that should be leveraged when making the decision to partner and/or 
build a similar solution.   
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APPENDIX 

THE FEA  

The FEA is a business- and performance-based set of reference models for cross-agency, gov-
ernment-wide improvement.   The lack of an FEA to support cross-agency collaboration was 
cited by the 2001 Quicksilver E-Government Task Force as a key barrier to the success of the 24 
Presidential Priority E-Government Initiatives approved by the President's Management Council 
in October 2001.   

The purpose of the FEA is to identify opportunities to simplify processes, reuse federal IT invest-
ments and unify work across the agencies and within the lines of business of the federal gov-
ernment.  The outcome of this effort will be a more citizen-centered, customer-focused 
government that maximizes technology investments to better achieve mission outcomes. 

Collectively, the FEA reference models will provide universal definitions and constructs of the 
business, performance, and technology of the federal government.  The reference models will 
serve as a foundation to leverage existing processes, capabilities, components and technolo-
gies as government agencies build target enterprise architectures.  They are designed to facili-
tate cross-agency analysis and the identification of duplicative investments, gaps, and 
opportunities for collaboration within and across federal agencies. 

OMB established the FEA Program Management Office (PMO) in February 2002 to define and 
develop the FEA.  For additional information on the FEA reference models, please refer to the 
FEA-PMO website, located at www.feapmo.gov. 

THE ARCHITECTURE AND INFRASTRUCTURE COMMITTEE (AIC) –  
COMPONENTS SUBCOMMITTEE 

The AIC Components Subcommittee was established to foster the identification, maturation, 
use, and reuse of service component-based architectures and architectural components in the 
federal government. The underlying objectives are to foster the basic principles of interoperabil-
ity, reusability, and portability of processes, services, and service components by federal agen-
cies and related partners and stakeholders as they transform their business processes through 
data sharing, e-government automation, and improved information systems.  

The efforts of the Components Subcommittee will be directed toward achieving these out-
comes:  

 

 identification of business processes, service components, and technologies for reuse 
through analysis of the FEA Service Component and Technical Reference Models 

 reduction of IT costs for federal agencies achieved through the reuse of business proc-
esses, service components, and technologies 

 rapid solution development through the reuse of service components 

 rapid integration of disparate business services 
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 development and implementation of e-government solutions based on component-
based architectures 

FEDERAL ENTERPRISE COMPONENT LIFE-CYCLE PERSPECTIVES 

The AIC Components Subcommittee, in collaboration with the AIC Emerging Technology Sub-
committee, identified numerous federal enterprise component life-cycle perspectives.  The con-
clusion of this collaboration, supported by the Federal CIO AIC leadership, was that there is not 
a single federal enterprise component life-cycle perspective, but numerous perspectives de-
pending on the view of the stakeholder.  This appendix highlights a few perspectives identified 
by the AIC.  These perspectives will be further refined and consolidated in a future AIC white 
paper that specifically addresses the federal enterprise component life-cycle. 

Federal Enterprise Component Harvesting Perspective 

In the federal harvesting perspective, federal enterprise components are harvested from execu-
tive agencies incubating or cultivating service-components.  The example in this section illus-
trates harvesting and certifying the Central Contractor Registry as a federal enterprise 
component.  This perspective, like the others in this appendix, is a work-in-progress.   

 

 

Figure A1 – Perspective: Harvesting Federal Enterprise Components  
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There are numerous proposed harvesting models for federal enterprise components.  This per-
spective, showing the harvesting concept in a relationship workflow between departments, 
agencies, the AIC and OMB, like the others in this appendix, is a work-in-progress. 

 

 

 
Figure A2 – Perspective: Harvesting Federal Enterprise Components  
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Federal Enterprise Component Emerging Technology Perspective 

The AIC Emerging Technology Subcommittee is working on a component life-cycle perspective 
for new technologies.   This perspective, like the others in this appendix, is a work-in-progress.    

 

 

 

Figure A3 – Perspective: Component Life-Cycle of Emerging Technologies 
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Federal Enterprise Component Web Services Perspective 

The AIC Emerging Technology Subcommittee is considering federal component life-cycle per-
spectives based on Web Services technologies.   This perspective, like the others in this appen-
dix, is a work-in-progress. 

 

 

 

Figure A4 – Perspective: Web Service Component Lifecycle 
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Federal Enterprise Component AIC Subcommittees Life-Cycle Perspective 

The AIC Components Subcommittee is working on a federal component life-cycle perspective 
that includes workflow processes across the AIC and in collaboration with OMB and federal 
agencies.       This perspective, like the others in this appendix, is a work-in-progress. 

 

 
 

Figure A5 – Perspective: AIC Component Life-Cycle and Work Flow 
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GLOSSARY 

Architecture: Representation of the structure of a system that describes the constituents of the 
system and how they interact with each other.   

Application Architecture:  Representation of an application and its parts, their inter-relationships 
and functions. 

Business Component:  Represents the implementation of an autonomous business concept, 
business service, or business process.   It consists of all the technology elements (i.e., software, 
hardware, data) necessary to express, implement, and deploy a given business concept as an 
autonomous, reusable element of a large information system.   It is a unifying concept across 
the development lifecycle and the distribution tiers. Normally not expressed as an IT 300 Exhibit, 
but as a sub-component of a larger business component system. 

Business (Domain) Component:  Organizational unit that offers business services operation based 
on rules of that business. 

Business Component System:  Set of cooperating business components assembled together to 
deliver a solution to a business problem. Can be expressed as an IT 300 Exhibit. 

Business Logic Component:  Software unit that offers small-grained business logic that has a 
large degree of reuse throughout the organization.  Sub-components that manage and exe-
cute the set of complex business rules that represent the core business activity supported by the 
component. 

Component:  Independently deployable unit of software that exposes its functionality through a 
set of services accessed via well-defined interfaces.  A component is based on a component 
standard, is described by a specification, and has an implementation.  Components can be 
assembled to create applications or larger-grained components.  For the purposes of this paper, 
a “component” is defined to be an entity that is roughly congruent to an IT 300 Exhibit. 

Component Architecture:  Internal structure of a component described in terms of partitioning 
and relationships between individual internal units. 

Component-Based Architecture:  Architecture process that enables the design of enterprise so-
lutions using large service components. The focus of the architecture may be a specific project 
or the entire enterprise.  This architecture provides a plan of what needs to be built and an over-
view of what has been built already. 

Component Registry:  Application designed to provide a directory of available components 
based on profile and or specification.  Registries usually provide efficient mechanisms for search-
ing for components in multiple ways, such as by service, price, and/or provider. 

Component Repository:  Application designed to store component specifications and imple-
mentations.  Often provides facilities to efficiently search for and retrieve components for 
evaluation against desired component specifications though the search capabilities may be 
off-loaded to a component registry.   
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COTS Components:  Commercial Off the Shelf (COTS) components that can satisfy business 
process and data requirements for large functional domains or lines-of-business.  Examples of 
COTS components would be Enterprise Resource Planning (ERP) products such as those as of-
fered by commercial software companies. 

Data: Factual or numerical business information of record that is maintained by the service com-
ponent.  The encapsulated service component is fully responsible for maintaining this informa-
tion.  

Data-Level Application Programming Interfaces:  Services internal to the service component 
that support access to the data of record maintained within the service component.  These ser-
vices may span numerous distributed data sources. 

Distributed Component:  Lowest level of component granularity.  It is a software element that 
can be called at run-time with a clear interface and a clear separation between interface and 
implementation.  It is autonomously deployable.  Normally not expressed as an IT 300 Exhibit.   A 
distributed component provides low ROI for capital planning purposes. 

E-Business Patterns:  Patterns for e-business are a group of proven reusable assets that can be 
used to increase the speed of developing and deploying net-centric applications, like Web-
based applications.   

Encapsulation:  Hiding implementation details within a component so that an implementation is 
not dependent on those details. 

Enterprise Architecture:  Meta-architecture of an organization or the sum of all architectures 
within an organization.  

Enterprise Component:  Large-granularity business component of an organization. 

Extensibility:  Ability to extend the capability of a component so that it handles additional needs 
of a particular implementation. 

Federated Business Component:  Set of cooperating system-level components federated to re-
solve the business need of multiple end users often belonging to different organizations.   Can 
be expressed as an IT 300 Exhibit or a federation of IT 300 Exhibits. 

Federal Enterprise Component:  Very coarse-grained business component of the U.S. Federal 
Government. 

Fit-Gap Analysis:  Examination of components within the context of requirements and to make a 
determination as to the suitability of the service component. 

Component Granularity:  The size of the unit of component under consideration in some context. 
The term generally refers to the level of detail at which component is considered, e.g. "You can 
specify the granularity for this service component". 

Hierarchical Foundation:  A foundation based on successive levels or layers. 

Infrastructure Component:  Software unit that provides application functionality not related to 
business functionality, such as error/message handling, audit trails, or security.  
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Interface:  Mechanism by which a component describes what it does and provides access to its 
services.  This is important because it represents the “contract” between the supplier of services 
and the consumer of the services. 

Intellectual Property:  A product of the intellect that has commercial value, including copy-
righted property such as literary or artistic works, and ideational property, such as patents, ap-
pellations of origin, business methods, and industrial processes. 

Interface Profile:  the sub-component that provides the ability to customize the component for 
various uses.  The profile can be tailored to suit different deployment architectures well as differ-
ent sets of business rules across enterprises.  The interface profile can specify the business rules 
and workflow that are to be executed when the component is initialized.  The profile can spec-
ify the architectural pattern that complements the service component. 

IT 300 Exhibit:  OMB's A-11 requires submission of a business case for all major investments, includ-
ing but not limited to information technology. Section 300 specifically describes the require-
ments for the business case, which is referred to as the Exhibit 300.  The IT 300 Exhibit is submitted 
in the Fall and again with the President's budget and contains extensive set of screening ques-
tions and project management reporting requirements.  

Language Class:  Class in an object-oriented programming language to build distributed com-
ponents.  This is NOT considered an SRM component.  Normally not expressed as an IT 300 Ex-
hibit.   A language class provides very low ROI for capital planning purposes. 

Line of Business:  A particular kind of commercial or government enterprise; e.g. "human re-
sources"  “financial management”  “wholesale banking”. 

Mediator (Controller):  Sub-component that oversees the coordination processing carried out by 
one or more components.  The mediator calls on other elements of the component that are re-
quired to satisfy the service request. 

Messaging Interface:  Linkage from the service component to various external software modules 
(component, external systems, gateways, etc.)  and other service components. 

Notional Component:  Set of services packaged into a component, derived from requirements 
definition.  A “desired” component, prior to implementation. 

Presidential Priority E-Government Initiatives:  24 e-business goals approved by the President's 
Management Council in October 2001. 

Process Component:  Software unit that implements the logic of a process.  

Reuse:  Any use of a preexisting software artifact (component, specification, etc.) in a context 
different from that in which it was created. 

Service:  Discrete unit of functionality that can be requested (provided a set of preconditions is 
met), performs one or more operations (typically applying business rules and accessing a data-
base), and returns a set of results to the requester.  Completion of a service always leaves busi-
ness and data integrity intact. 
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Service-Component:  Modularized service-based applications that package and process to-
gether service interfaces with associated business logic into a single cohesive conceptual mod-
ule.  Aim of a service component is to raise the level of abstraction in software services by 
modularizing synthesized service functionality and by facilitating service reuse, service extension, 
specialization and service inheritance.  
 

Service-Component Reference Model (SRM):  Service component-based framework that can 
provide—independent of business function—a “leverage-able” foundation for reuse of applica-
tions, application capabilities, components, and business services. 

Service Interface:  Set of published services that the component supports.  These are aligned 
with the business services outlined in the service reference model. 

Service-Level Agreement: A contract or memorandum of agreement between a service pro-
vider and a customer that specifies, usually in measurable terms, what services the service pro-
vider will furnish.  Information technology departments in major enterprises have adopted the 
idea of writing a service level agreement so that services for their customers (users in other de-
partments within the enterprise) can be measured, justified, and perhaps compared with those 
of external (sourcing) service providers. 

Service-Oriented Architecture:  Architecture that provides for reuse of existing business services 
and rapid deployment of new business capabilities based on existing capital assets. 

Services Interface:  A logical boundary that permits software services to be defined independ-
ent of the service implementation.  

Solution Assembly:  Process of implementing a solution by assembling the necessary compo-
nents into a complete solution.  This process often involves additional “glue” code to integrate 
the assembled components. 

Test Harness:  Software that automates the software engineering testing process to test the soft-
ware as thoroughly as possible before using it on a real application.  

Web Service:  Functionality provided by a service, which is exposed using the Internet (XML, 
TCP/IP) as the transport mechanism.  Can be internally provided as part of a suite of services or 
can be offered by external organizations.   

Workflow Manager:  Sub-component that enables one component to access services on other 
components to complete its own processing.  The workflow manager determines which external 
component services must be executed and manages the order of service execution. 

Wrapping:  Creation of an interface around legacy functionality (code) that exposes the func-
tionality as services via interfaces that conform to a component specification. 

WSDL:  An XML format for describing network services as a set of endpoints operating on mes-
sages containing either document-oriented or procedure-oriented information. The operations 
and messages are described abstractly, and then bound to a concrete network protocol and 
message format to define an endpoint.  Related concrete endpoints are combined into ab-
stract endpoints (services).  
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